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Addressing cybersecurity risks remains one of the highest priority issues for public company

executives and directors, as illustrated most recently in the Securities and Exchange Commission’s

Statement and Guidance on Public Company Cybersecurity Disclosures (see our February 23,

2018 post). In a recent article, we and some of our colleagues discuss eight considerations for

boards assessing how to oversee cybersecurity risks.
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